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HAVING CONSIDERED both the benefits and drawbacks of the European Union (EU)            
model for cybersecurity, and  
 
MINDFUL of all of the cyber crimes like attacks on the privacy, integrity and availability of                
computer data and systems, including malware, botnets and denial of service attacks, phishing             
and other types of identity theft, and 
 
STRESSING that these criminals are hacking into banks and withdrawing money which is             
hurting the world economy,  and 
 
ACKNOWLEDGING  that using the EU’s laws may not be the best for every country; 
 

1) DEPLORES the fact that the cyber criminals may migrate to other countries            
with less strict cyber laws to continue their practice; 

 
2) EMPHASIZES that Turkey is only trying to fix their cyber crimes and not             

give their problems to other countries; 
 

3) EXPRESSES ITS BELIEF that as a member of the EU, its problems could             
affect their trade in other countries and would be bad for other countries’             
economies; 
 

4) REITERATES the importance of adopting the EU’s cyber security laws as a            
solution to cyber crime. 
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